Using Microsoft Edge for Cybertrust Certificates
And other applications that require IE-11

IE-11 is no longer going to be supported by Microsoft. Some critical functions such as obtaining a certificate for California ISO require IE functionality. This document is designed to assist with using Microsoft EDGE for Cybertrust and can also be used for applications that require IE-11.
Open Microsoft Edge and in the browser bar insert: edge://settings/defaultBrowser

Select “Allow” in the section “Let Allow site to be reloaded in Internet Explorer Mode”
Once “Allow” has been selected, use the restart button to restart Microsoft Edge.
When Microsoft Edge has restarted, return to: edge://settings/defaultBrowser

Select Add, “Internet Explorer Mode Pages” In the pop-up, add the desired URL. For cybertrust use: http://www.caiso.com/pages/Cybertrust.aspx
Once the URL has been added and saved it should appear on the Internet Explorer mode pages:

*Please Note this setting expires every 30 days*
Once all previous steps are completed, go to the desired site and proceed as normal. For Cybertrust use [http://www.caiso.com/pages/Cybertrust.aspx](http://www.caiso.com/pages/Cybertrust.aspx).

Please contact the California ISO Service Desk if further assistance is needed. Email: [Servicedesk@caiso.com](mailto:Servicedesk@caiso.com)