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Calls and webinars are recorded for stakeholder convenience, 

allowing those who are unable to attend to listen to the recordings 

after the meetings. The recordings will be publically available on 

the ISO web page for a limited time following the meetings. The 

recordings, and any related transcriptions, should not be reprinted 

without the ISO’s permission.
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TUG Agenda

Page 3

Web Conference Information Conference Call Information

URL https://caiso.webex.com/meet/CAISO-TUG Domestic Call-In (866) 528-2256

Meeting Number 966 010 353 International Call-In (216) 706-7052

Access Code 389 588 9 Access Code 389 588 9

Topic Facilitator

Agenda and Roll Call Indu Nambiar

DMARC Implementation Bryan Wagg

DRRS – AUP Implementation Nalini Chari

https://caiso.webex.com/meet/CAISO-TUG
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DMARC Implementation
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• DMARC is a way to make it easier for email senders and receivers to determine whether or not a 

given message is legitimately from the sender, and what to do if it isn’t. This makes it easier to identify 

spam and phishing messages, and keep them out of peoples’ inboxes.

• The ISO has implemented DMARC, initially with a monitoring-only policy of “none”, and now in 

“quarantine” mode, which diverts emails that fail the DMARC check away from inboxes.

• DMARC is slowly being implemented in the industry. All government entities are already required to 

implement DMARC by the end of October 2018 in accordance to the Homeland Security (DHS) issued 

Binding Operational Directive 18-01

• To protect your users from fraudulent emails that fake ISO domains, please honor the DMARC policy 

set by the ISO.

https://cyber.dhs.gov/assets/report/bod-18-01.pdf
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DRRS – Acceptable Use Policy 
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• The ISO is planning to implement AUP for the DRRS application.

• This AUP allows a user to submit or retrieve a single service only once every 

30 seconds. 

• This is applicable to all DRRS related API services

• Participants can submit/retrieve other service requests within the same time 

period (i.e.30 seconds)

• The user will receive the following error message if the same service is 

submitted or retrieved within 30 seconds:

“CAISO DRRS Acceptable Use Policy Violation. Please retry your request 

again in 30 seconds from now. Note: Time resets each time you request 

before expiration.”

• Please refer to Page 11 of Technical Specification document:
http://www.caiso.com/Documents/EnergyStorageandDistributionEnergyResourcePhase2-DRRS-

TechnicalSpecificationsv3_Clean.pdf

New Link

MAP Stage Deployment – Oct 25, 2018

Production Deployment – Oct 29, 2018

http://www.caiso.com/Documents/EnergyStorageandDistributionEnergyResourcePhase2-DRRS-TechnicalSpecificationsv3_Clean.pdf
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OMS – CPG Announcement

Agenda for meeting on November 1st 2018 2:00pm

OMS performance/operational changes

• Guideline for users submitting hourly granularity for “Ambient” derate outages.

• Remove ability for EIM entities to cancel currently active outages. 

• Use of the “Update” function when retrieving outage data.

Reliability Coordinator Services Implementation

• Overview of OMS changes

• Discussion of new/updated web services

OMS Road Map

• Recurring Outage 
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Stay connected
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Sign up for the Daily Briefing 

at www.caiso.com
Download ISO Today

mobile app

@California_ISO

Next TUG: Nov 13, 2018
Contact for Questions & Agenda Requests: Indu Nambiar, inambiar@caiso.com

mailto:inambiar@caiso.com

